
La Mesa-Spring Valley School District
Employee Technology Responsible Use Policy

The Employee Technology Responsible Use Policy ("Policy") applies to all La Mesa-Spring Valley School
District ("District") employees and any other person or entity granted access to or use of District computers,
tablets, cell phones, software applications, e-mail, and Internet network (collectively, "Technology"), whether
or not employed by the District ("Users"). To gain access to District Technology, Users must review and abide
by the terms of this Policy and District policies.

1. Educational and Business Objectives

• District Technology is intended for District business and educational purposes.

2. Property

• All Technology is owned by the District. All files stored on Technology are considered to be property of
the District, and materials developed by District staff in the course of carrying out their professional
responsibilities on District time shall be the property of District.

• All Technology and business files must be returned immediately upon termination of District
employment.

• Neither the hardware nor software configuration can be changed without specific permission from the
Information Systems Department. Examples of changes requiring authorization include: installing new
software or hardware, formatting a hard drive, adding new drivers. To request a change, submit a
Service Request to the Information Systems Department. Any intentional damage to the configuration of
Technology may result in discipline.

• User is responsible for taking reasonable steps to keep LMSVNET password confidential. The password
cannot be given to students or anyone who is not a District employee. Guest passwords are available
upon request from the Information Systems Department.

•  Personal devices are not allowed on the District network without permission of the Information Systems
Department.

•  If Technology issued to a User is stolen, whether on District or private property, the User is responsible
to immediately notify the police and a copy of the report must be submitted to the Business Office.

• All desired Technology repairs must be reported the District Work Order System and repaired only by
personnel authorized by the District.

3. Email

• District employees must exclusively use their District-provided email accoimt (@lmsvsd.net) for email
correspondence related to District business or student/educational information.

4. No Expectation of Privacy
• USERS OF DISTRICT TECHNOLOGY (INCLUDING BUT NOT LIMITED TO EMAIL AND THE

INTERNET) HAVE NO EXPECTATION OF PRIVACY.

• Any or all uses of Technology may be intercepted, recorded, monitored, copied, deleted, audited,
inspected and disclosed to authorized personnel as well as any other person or entity permitted access
imder the law.

• District shall cooperate with law enforcement agencies investigating illegal activity on the District
Technology.

5. User Back-up
• District may conduct nightly network back-ups. Users with District Technology are responsible for

copying critical work-related business and data files onto the network for regularly scheduled hack-up.












